«Осторожно, мошенники!!!»

Мошенники продолжают использовать различные схемы для обмана жертв. С активным развитием новых технологий финансовое мошенничество тоже не стоит на месте, адаптируется к современным условиям. Все мошенничества в финансовой сфере объединяет одно: преступники без принуждения, с согласия самих людей получают их денежные средства. При этом потерпевшие думают, что передают эти деньги в обмен на какие-либо законные блага – недвижимое имущество, товары в интернет-магазинах, наследство и т.д. На самом же деле никаких «законных благ» нет, люди просто теряют свои деньги, не получая ничего взамен. Лишь, за прошлую неделю жертвами мошенников стали пятеро жителей Читинского района, которые перевели мошенникам более 500 тыс. руб.

Так, мошенник вынудил несовершеннолетнего перевести денежные средства своих родителей в сумме 30 тыс. руб. под видом приобретения внутриигровых вещей в игре «Roblox». В мессенджере «Телеграмм» мошенниками размещено объявление с текстом «Раздаю Роблоксы», при личной переписке мошенник убедил несовершеннолетнего с сотового телефона, принадлежащего отцу путем ввода СМС-сообщений перевести денежные средства мошенникам.

В другом случае мошенники позвонили пенсионеру, представились сотрудниками «Сбербанка» и сообщили о некоем мошеннике, пытавшемся списать денежные средства, принадлежащие пенсионеру со счета. По указанию, якобы сотрудников банка пенсионер с целью сохранения своих денежных средств, перевел денежные средства в сумме более 95 тыс. руб. на счета мошенников.

Также жительница Читинского района перевела денежные средства мошенникам при помощи сайта «Авито». При продаже земельного участка к женщине обратились мошенники с покупкой недвижимости, однако попросили подождать с предоставлением залога. При зачислении залога мошенник узнал данные карты потерпевшей и при переводе суммы залога женщина сама сообщила преступнику, приходящие СМС сообщения с кодом с «Озон Банка». В итоге женщина лишилась 19 тыс. руб.

Другая жительница Читинского района перевела денежные средства в сумме 147400 руб. мошенникам под предлогом заработка через торговую площадку «Вайлдбериз», путем получения комиссии за заказанные товары. Потерпевшей в мессенджере пришло сообщение о заработке на торговой площадке, работнику доступно несколько уровней партнерства, чем выше уровень, тем дороже заказы и комиссионные. По первому уровню работнику предложили выполнить 10 недорогих заказов, после выполнения которого потерпевшая получила вознаграждение на небольшую сумму, тем самым мошенники вошли в ее доверие. На втором уровне женщина перечислила преступникам более 140 тыс. руб., однако обещанное вознаграждение уже не получила.

По всем указанным случаям в ОМВД России по Читинскому району возбуждены уголовные дела.

Важно знать, чтобы не оказаться жертвой мошенников необходимо никогда и никому не сообщать пароли, секретные коды, которые приходят Вам в СМС сообщении от банка, не при каких обстоятельствах не сообщайте данные Ваших банковских карт, а также секретный код на обратной стороне карты, сотрудники любого банка никогда не попросят сообщить данные Вашей карты, так как у них однозначно имеются Ваши данные, не переходите по ссылкам на неизвестные сайты в сети «Интернет», сотрудники банка никогда не попросят Вас подойти к банкомату, а если все же попросили то знайте что это – мошенник, никогда не переводите денежные средства, если вас попросил знакомый в социальной сети, возможно мошенники взломали аккаунт, сначала свяжитесь с этим человеком и узнайте действительно ли он просит у Вас деньги, действуйте обдуманно, не торопливо и помните «Бесплатный сыр только в мышеловке».

Ст. помощник прокурора района Б.Ж. Хорлоев
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